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[bookmark: _Hlk514274591]1		Discussion
In SA3#112 no conlcusions could be reached to select a solution for the normative phase in the FS_USIA study which deals with enhancing URSP rules to securely identify applications.
One candindate solution supported by multiple companies (described in CR S3-234042) to proceed in the normative phase, is Solution 2 (clause 6.2 of TR 33892). 
The solution ensures that the UE routes only traffic of genuine application via the mobile core network by enhancing the URSP rules ensuring that the UE only applies a URSP rule for genuine applications. From a security perspective such solution is important as the network operator can ensure that no traffic of rogue applications (applications impersonating genuine application) can be routed via the mobile core network.
The solution was objected by 4 companies mainly argueing that how the UE securely identifies an application before the UE applies a URSP rule is implementation specific.
In our view the argument against this solution are not justified for the following reasons
-	The network operator has no means to determine if a UE or an OS in the UE has an implementation to ensure that the application requesting a network connection is genuine or a rogue application. 
-	The network operator has no means to be aware of the UE behaviour for applying URSP rules for genuine applications 
2		Proposal
It is proposed to agree to select Solution 2 from TR 33.892 to proceed to the normative phase. A revision of S3-234316 (SP-231097) is submitted to SA#101. 
In addition, corresponding WID (SP-231098) and CR (SP-231099) have been submitted to SA1#101 in order to support the solution in 3GPP TS 33.501.
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